
Privacy Policy (GDPR) 

Last updated: 2026.02.10. 

 

This Privacy Policy describes how personal data is collected, used, stored, and 
protected when you visit and use this website (the "Website"), in accordance with 
Regulation (EU) 2016/679 of the European Parliament and of the Council of 27 April 
2016, known as the General Data Protection Regulation (GDPR), and other 
applicable data protection laws. 

 

1. Definitions 

For the purposes of this Privacy Policy, the following terms shall have the meanings 
assigned to them under Article 4 of the GDPR: 

●​ Personal Data: any information relating to an identified or identifiable natural 
person ("Data Subject"). 

●​ Processing: any operation performed on Personal Data, whether or not by 
automated means. 

●​ Controller: the natural or legal person who determines the purposes and 
means of the processing of Personal Data. 

●​ Processor: a natural or legal person who processes Personal Data on behalf 
of the Controller. 

●​ Data Subject: the individual whose Personal Data is processed. 
●​ Consent: any freely given, specific, informed and unambiguous indication of 

the Data Subject’s wishes. 

 

2. Identity of the Data Controller 

The Data Controller responsible for the processing of Personal Data under this 
Privacy Policy is: 

Company:PATI BT 

Tax Number:28187789-1-43 

Website Owner Name: https://drivinglicence.hu/ 

Registered Address: 1094 Budapest, Mester utca 36. 



Email Address: hello@drivingschoolbudapest.hu 

Telephone Number:+36 1 216 1452 

Hosting Provider:Addmonte Ltd 

If you have any questions regarding this Privacy Policy or the processing of your 
Personal Data, you may contact the Data Controller using the contact details above. 

 

3. Legal Framework 

This Privacy Policy has been prepared in compliance with the following legal 
instruments, including but not limited to: 

●​ Regulation (EU) 2016/679 (General Data Protection Regulation – GDPR) 
●​ Directive 2002/58/EC (ePrivacy Directive), as amended 
●​ Applicable national data protection laws of EU Member States 

Where national legislation imposes additional requirements, such requirements shall 
also apply. 

 

4. Principles of Data Processing 

Personal Data shall be: 

●​ Processed lawfully, fairly, and transparently (Article 5(1)(a) GDPR) 
●​ Collected for specified, explicit, and legitimate purposes (Article 5(1)(b)) 
●​ Adequate, relevant, and limited to what is necessary (Article 5(1)(c)) 
●​ Accurate and kept up to date (Article 5(1)(d)) 
●​ Kept in a form permitting identification for no longer than necessary (Article 

5(1)(e)) 
●​ Processed in a manner ensuring appropriate security (Article 5(1)(f)) 

 

5. Categories of Personal Data Collected 

In the context of a driving school website, the following categories of Personal Data 
may be collected: 

5.1 Identification Data 



●​ Full name 
●​ Date of birth (where required for enrollment) 

5.2 Contact Data 

●​ Email address 
●​ Telephone number 

5.3 Training and Enrollment Data 

●​ Selected driving course or service 
●​ Preferred lesson schedule 
●​ Communication related to driving lessons 

5.4 Technical Data 

●​ IP address 
●​ Browser type and version 
●​ Operating system 
●​ Device identifiers 

5.5 Communication Data 

●​ Messages sent via contact or booking forms 

 

6. Sources of Personal Data 

Personal Data is collected through: 

●​ Direct interactions (e.g. forms, email communication) 
●​ Automated technologies (cookies, server logs) 
●​ Third-party services integrated into the Website 

 

7. Purposes of Processing 

Personal Data is processed for the following purposes specific to a driving school: 

●​ To respond to inquiries regarding driving courses and services 
●​ To manage lesson bookings and schedules 
●​ To communicate with students and prospective students 
●​ To provide information about driving education services 
●​ To comply with legal obligations related to driver training 



●​ To ensure the security and proper functioning of the Website 

 

8. Legal Bases for Processing 

Processing of Personal Data is based on one or more of the following legal grounds 
under Article 6 GDPR: 

●​ The Data Subject has given consent 
●​ Processing is necessary for the performance of a contract 
●​ Processing is necessary for compliance with a legal obligation 
●​ Processing is necessary to protect vital interests 
●​ Processing is necessary for legitimate interests pursued by the Controller 

 

9. Cookies and Similar Technologies 

The Website uses cookies and similar tracking technologies to enhance user 
experience and analyze traffic. 

9.1 Types of Cookies 

●​ Strictly necessary cookies 
●​ Functional cookies 
●​ Analytical cookies 
●​ Marketing cookies (where applicable) 

9.2 Cookie Management 

Users may manage or withdraw cookie consent at any time through browser settings 
or a cookie management tool. 

 

10. Third-Party Services 

The Website may use third-party service providers, including: 

●​ Hosting providers 
●​ Analytics services (e.g. Google Analytics) 
●​ Email service providers 
●​ Payment processors (if applicable) 



All third-party processors are bound by data processing agreements in accordance 
with Article 28 GDPR. 

 

11. International Data Transfers 

Where Personal Data is transferred outside the European Economic Area (EEA), 
such transfers are conducted in compliance with Chapter V of the GDPR, using 
appropriate safeguards such as: 

●​ Adequacy decisions 
●​ Standard Contractual Clauses (SCCs) 
●​ Binding Corporate Rules (where applicable) 

 

12. Data Retention 

Personal Data shall be retained only for as long as necessary to fulfill the purposes 
for which it was collected, including legal, accounting, or reporting requirements. 

Retention periods are determined based on: 

●​ The nature of the data 
●​ Legal obligations 
●​ Legitimate business needs 

 

13. Data Security 

Appropriate technical and organizational measures are implemented to protect 
Personal Data, including: 

●​ Encryption 
●​ Access controls 
●​ Secure servers 
●​ Regular security assessments 

Despite these measures, no system is completely secure, and absolute security 
cannot be guaranteed. 

 

14. Rights of Data Subjects 



Under the GDPR, Data Subjects have the following rights: 

●​ Right of access (Article 15) 
●​ Right to rectification (Article 16) 
●​ Right to erasure ("right to be forgotten") (Article 17) 
●​ Right to restriction of processing (Article 18) 
●​ Right to data portability (Article 20) 
●​ Right to object (Article 21) 
●​ Right to withdraw consent at any time 

Requests may be submitted using the contact details provided above. 

 

15. Automated Decision-Making and Profiling 

The Website does not engage in automated decision-making or profiling within the 
meaning of Article 22 GDPR, unless explicitly stated otherwise. 

 

16. Children’s Data 

The Website may be used by individuals who are at least 16 years of age. Where 
driving education services are offered to minors in accordance with applicable 
national law, Personal Data shall be processed only with the consent of a parent or 
legal guardian, in compliance with Article 8 GDPR. 

 

17. Data Breach Notification 

In the event of a Personal Data breach, the Controller shall notify the competent 
supervisory authority and affected Data Subjects in accordance with Articles 33 and 
34 GDPR. 

 

18. Supervisory Authority and Right to Lodge a Complaint 

If the Data Subject believes that the processing of their Personal Data violates the 
GDPR, they have the right to lodge a complaint with a competent supervisory 
authority in accordance with Article 77 GDPR. 

As the Data Controller is established in Hungary, the competent supervisory 
authority is: 



National Authority for Data Protection and Freedom of Information (NAIH)​
Address: Falk Miksa utca 9–11, 1055 Budapest, Hungary​
Postal address: 1363 Budapest, Pf. 9​
Telephone: +36 (1) 391-1400​
Email: ugyfelszolgalat@naih.hu​
Website: https://www.naih.hu 

Data Subjects may also lodge a complaint with the supervisory authority of their 
habitual residence, place of work, or place of the alleged infringement within the 
European Union. 

For information about other EU supervisory authorities, Data Subjects may consult 
the European Data Protection Board (EDPB): 

European Data Protection Board (EDPB)​
Website: https://www.edpb.europa.eu 

The EDPB website contains an official and updated list of all national Data Protection 
Authorities within the European Union, including their contact details. 

 

19. Changes to This Privacy Policy 

The Controller reserves the right to amend this Privacy Policy at any time. Updates 
will be published on this page with a revised date. 

 

20. Contact Information 

For any questions or requests related to this Privacy Policy or the processing of 
Personal Data, please contact: 

Email: hello@drivingschoolbudapest.hu 

 

 

 

https://www.naih.hu/
https://www.edpb.europa.eu/
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